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Abstract. In the given article, the problem information security of Polish enterprises is
researched. One of the directives of the given information security is the control over the employees’
work emails. In the article, the legal obligations of the enterprises as for the work email monitoring
and the right for personal life respect are analyzed. The issue of sanctions for confidentiality
correspondence violation and the right to respect for the private life are dealt with.
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Introduction. Relevance for studying different aspects of information security
is connected to the process of globalization, when the significance of information
is constantly increasing. Information poses as an important element for the state
functioning, democratic development of the society, the relationship between the
state, citizens and society. The human information rights are considered an integral
part of civil rights.

Therefore, the enterprises face the problem of ensuring information security.
Every employer is obliged to develop and implement a set of measures which aims
at securing information from an unauthorized access, ensuring its confidentiality,
accessibility and integrity.

Nowadays, almost every enterprise either creates or demands from its
employees to create a so-called work email. As a rule, it is an email connected with
the domain of the enterprise, which can help to identify the employees with the
company when working with other enterprises. Unfortunately, this email address
may be used not only for performing the company’s activity but also for other
private purposes, which may lead to the negative repercussions for the company.
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To avoid the employee using the work email for personal purposes, the employer
has to own the set of tools, with the help of which he can check the use of the
work email. It has to be done correctly so that the right to the private life and
confidentiality of correspondence is not violated. The enterprises’ decision-making
actions have to be characterized by the proportionality principle which is important
in checking correspondence of employees. In case of neglecting such measures, the
enterprise may have financial losses or face the negative consequences as a result
of informational security violation.

Analysis of recent research and publications. According to Polish law, the
employee has the right to check the employee’s correspondence made from work
email. It natural for the employer to have the right to know the content of such
correspondence as it is done on the company’s behalf.

Thus, work emails control is the right of the employer. It is possible according
to the Article 223 part 1 of the Labour Code of the Republic of Poland (1974), which
states that it is possible in case of necessity to provide the organization of work that
ensures the full use of working time and the proper use of labor tools provided
to the employee. The employer may introduce control over the employee’s work
email (email monitoring).

Thus, the work email control is possible, but it needs to have a strictly
determined aim of increase in employees’ work efficiency and the ability to check
whether or not they use the tools provided by the employer (Jaskowski K., URL :
https://sip.lex.pl).

The regulation providing enterprise with the right to control the employees’
work emails was included in the Labour Code of the Republic of Poland. Before
the given regulation, there were no norms that gave the employer the ability to
control the employees’ correspondence. Therefore, this issue has been the subject
of discussions. The email checks were one of the most controversial forms of
monitoring. It is connected to the fact that the secrecy of correspondence is protected
by the Polish Constitution. According to the Article 49 of the Constitution of the
Republic of Poland, the freedom and protection of the secrecy of correspondence
is guaranteed, and its limitation may occur only in cases, stated by the Law and in
the manner specified by it. That is why the legislator pays significant attention to
the secrecy of correspondence. It has to be taken into account that the exercise of
constitutional rights and freedoms may be restricted if it is necessary in a democratic
state for its security, public order, environmental protection, protection of health and
moral, freedoms and rights of others, provided that these restrictions do not violate
the essence of these freedoms and rights (Article 31 part 3 of the Constitution of
the Republic of Poland). Therefore, the freedom of correspondence secrecy can be
neglected only if it is stated by the Law. The legislator has to determine directly
the necessity of correspondence secrecy violation, stating the circumstances and
modes of such violation. Only this way the violation of correspondence secrecy
right is treated as acceptable (1997).

The dubious issue was the monitoring of work emails. There were no principled
doubts that the personal correspondence of the employee is above the employer’s
control (M. Kuba, URL : https://sip.lex.pl). On the one side, when talking about
work correspondence, it was hard to determine the scope of the correspondence
secrecy. It was particularly difficult to decide, who, except of the people taking part
in correspondence, is authorized to control the given correspondence. It is stated
that as long as the employee leads correspondence on behalf and in favor of the
employer, the latter can be treated as a person authorized to access this information
(M. Kuba, URL : https://sip.lex.pl).

On the other side, the secrecy of correspondence sphere covers only
the communication participants, namely the employee and his interlocutor. It
is important as the secrecy of correspondence is also provided by the criminal
legislation. According to the Article 267 paragraph 1 of the Criminal Code of the
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Republic of Poland (A. Bojanczyk, 2003), a crime against the secrecy of information
is committed by those who gain access to information not intended for him without
permission, by opening a closed letter, connecting to a telecommunications
network or e-mail (G. Bogatyrev, A. Bogatyrev, M. Puzyrev, 2017, 40 p.). Criminal
liability also applies to those who illegally gain access to all or part of the IT
system (paragraph 2 of the Article 267 of the Criminal Code of the Republic of
Poland), as well as to those who receive or use listening devices, visual devices or
other software to obtain information to which he has no right of access (paragraph
3 of Article 267 of the Criminal Code) (1997).

Therefore, without doubt, the solution of the further mentioned dilemma
demanded the legislators’ intervention. The changes had to be introduced for
the enterprises not to be subjected to criminal responsibility for actions aimed
at creating the conditions for its safe functioning and inspecting the activities of
people working for this enterprise (M. Kuba, 2016).

The purpose of our article is to study the problem of information security of
Polish enterprises.

Formulation of the main material. The fact that the absence of the legal
grounds for the employee’s email check is unacceptable is proven by the legislation
experience in other countries. For example, the law of Great Britain makes clear
exceptions for the employer regarding to the fact of wiretapping and reading
employees’ emails (without permission from both sender and receiver). The
employer has the right to control and record the messages in certain circumstances,
among them for assuring the employees keep to the standards of the company,
prevent or detect the crime, investigate or detect the unauthorized use of the
telecommunications system or ensure the security of the system and its effective
functioning (2000). In its turn, Finnish law on protection of confidentiality
in professional life regulates the rules controlling the employer regarding the
employees’ email, namely the namely, the restoration and opening of messages
sent to the email address of the employee and messages sent by the employee from
this email address (2004).

Consequently, there are no doubts that the access of the employer to the
employee’s correspondence sent on behalf of the company was dubious despite the
business nature of this message and the fact that it is created with the tools provided
by the employer (V. Medvedev, 1992, pp. 33—40).

Therefore, it is necessary to positively evaluate the establishment of the
regulation, which lawfully authorizes the employer to control the employee’s
work email. They legitimize the enterprise to take care of its safety in the field of
activities done by its employees (A. Bogatyrev, 2016, 198 p.).

The legislator refers to the proportionality rule by allowing the control over
the employee’s email. Taking into account the further mentioned regulation, the
employer can introduce the control over the employee’s work email if it is necessary
for work organization. It should also ensure the fully fledged use of working time
and the proper use of work tools provided by the employee. While choosing the
conditions for subordinating the employee to control in this regard, two tasks were
identified for the labour organization, which allow the full use of working time by
employees and the proper use of business tools. In the given case, the legislator uses
the particle «and» underlining the connection between the further mentioned aims
of the employer’s controlling activity. As a result, it means that the corresponding
conditions have to be kept to simultaneously (M. Kuba, 2016).

Thereupon, the monitoring of the employee’s work email is acceptable if it is
necessary for ensuring the proper work organization (which allows the full-fledged
use of working time) and the proper use of work tools provided by the employee.

These conditions do not always come together. The employee can use the
tools in a way not corresponding to their purpose in the working time (for, example,
during the break). However, it has to be mentioned that the necessity to keep to
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both obligations, stated in regulation commented, increases the protection of the
employees from the excessive control of the employer, but it can also be the source
of abuses done by the employee (M. Kuba, 2016).

In the analyzed sources it is stressed that while controlling the work
employee’s work email, the employer has to comply with the following principles:

necessity principle;

employee’s dignity and personal rights protection principle

trade unions liberty and independence principle

According to the necessity principle, the monitoring of the employee’s email
is acceptable when it is necessary for the work organization which allows for the
full-fledged use of time and working tools allowable for the employees ( have to be
performed together) (M. Kuba, 2020).

The necessity principle means that the employer has to state that the above
mentioned aims cannot be achieved otherwise than by the way of employee’s
monitoring. The circumstances which have significance for the assessment are the
type of work, its nature and the position of the employee. The necessity principle is
additionally marginalized by the employee’s dignity and personal rights protection
principle. Using the accordance monitoring is acceptable only if the personal
property of the employee, as well as the secrecy of correspondence, (Article 22°
paragraph 2 and 4 of the Labour Code of the Republic of Poland) is not violated.

According to the trade unions liberty and independence principle, the
monitoring cannot include, without any exceptions, rooms (an analogy to the email
address) used by the trade union.

Besides, the Article 22% § 6-10 and Article 22° §4 of the Labour Code of the
Republic of Poland makes it visible that any form of employees’ monitoring is legit
if it was made by the principles stated there.

These principles comply with the transparency in processing personal data
principle (M. Kuba, 2020). Such requirements serve the basis of this principle:

a) the aims, scope and mode of using monitoring are defined in collective
labour agreement, labour regulations or in message if the employer does not make
collective labour agreements (part 6 of Article 22 of the Labour Code of the
Republic of Poland);

b) the employer informs the employees about the monitoring in the
mode acceptable for the employees not later than 2 weeks before the start of its
implementation (part 7 Article 22* of the Labour Code of the Republic of Poland);

c) before allowing the employee to start working, the employer provides him
with the written information on the aims, scope and mode of conducting monitoring
(part 8 Article 222 of the Labour Code of the Republic of Poland) (M. Kuba, 2020).

The compliance with the transparency principle, while controlhng the
correspondence, is of a principal importance for respecting the employee’s
personal rights. The employee has to be informed about the monitoring of his work
email. The employee who has not been informed about by the employer about the
monitoring has the lawful right to hope that his private life and communication are
protected (K. Jaskowski, URL : https://sip.lex.pl).

By implementing this form of control the employer is obliged to inform the
employees in a mode, defined by the given company in two weeks before the start
of the monitoring (Article 22 §7 in line with Article 22 §3 of the Labour Code of
the Republic of Poland). Upon hiring a new employee and the company has to
provide him with the written information on the aims, scope and mode of email
monitoring before allowing him to do the job (Article 22 § 8 in line with Article 22
§ 3 of the Labour Code of the Republic of Poland). Besides that, the employer has
to mark accordingly the emails, stating clearly that the given email is controlled
by the company. Marking computer or another device used for email service is not
considered sufficient if the marking does not include the information that the email
is controlled too (M. Kuba, 2020).

ISSN 2786-491X (Print) 127



PHILOSOPHY, ECONOMICS AND LAW REVIEW. Volume 1, 2021

In addition, according to Article 222 § 3 of the Labour Code of the Republic
of Poland, the aims, scope and mode of the above mentioned form of monitoring
have to be stated in the collective labour agreement or labour regulations or in
message if the employer does not make collective labour agreements or is not
obliged to set up the rules. Consequently, the employer has to define the aims of the
monitoring, stating clearly the scope of controlling activity in the discussed area.
Besides, the scale of monitoring and the data collected have to be defined. The
scale of data has to be compliant with the aims of monitoring. Therefore, if getting
information on the sender and receiver, date and time of sending and receiving
and the topic of the message is enough, the company does not have to analyze the
content of correspondence. However, the employee has to be informed that this
specific data will be collected while making the controlling activity. The mode of
monitoring as well as defining the ways of email controlling and its rules have to
be the subject of agreement too. Particularly, the circumstances and the frequency
of controlling have to be defined (M. Kuba, 2020).

According to the Article 22 § 2 of the Labour Code (1974) the email
monitoring cannot violate the secrecy of correspondence or the right for privacy of
life (I. Sokolov, A. Sysoyev, & S. Gornostayev, 2005, 206 p.).

Although the term «correspondence» is associated with communication
through letters, according to the decision of the European Court, the secrecy of
correspondence covers all means of communication. A similar view is expressed by
the European Court of Human Rights, pointing out that the term «correspondence»
also applies to communication by electronic means, such as email (1997).

Without doubt, the employee’s right to the secrecy of correspondence can
be violated while using email for monitoring. Despite the fact that the law allows
to control only work messages, there is a risk of finding private messages in the
employee’s work email.

As is underlined in the research, even though the employer forbids using
work email for private conversations, when he finds the private correspondence of
the employee who neglected that prohibition, the employer is not allowed to read
the whole conversation (M. Kuba, 2016).

Therefore, as is shown in the legal literature, the law which forbids violation
of the secrecy of correspondence is considered fully justified. From the point of
view of business, such a prohibition bears a possible risk for the employer of being
held responsible for the measures taken to ensure the company’s safety. In order to
avoid the non-deliberate violation of the employees’ personal space it is advised to
make the definition of the employees’ private messages. However, the prohibition
of using work email for private purposes is not an easy matter (1997).

A lot of polish laws impose sanctions for violation of the right for privacy
and the secrecy of correspondence.

The sanctions for violation of the regulations on authorized monitoring of
the employee, monitoring procedures and other requirements for the processing of
personal data of the employee are specified primarily in the regulations of the Law
on Personal Data Protection from 2018 (M. Kuba, 2016).

Besides, if the employee recognizes his personal rights violation or suffers
from its consequences, he has the right to demand protection on the basis of the
regulations of the Civil Code of the Republic of Poland (1974).

In general, the employee may also use his right to immediately quit the labour
relations as for the serious violation of main obligations by the employer according
to Article 55 part 1 of The Labour Code of the Republic of Poland (1974).

As was mentioned above, the secrecy of correspondence violation may even
lead to the criminal responsibility as well as to violation of the Convention for the
Protection of Human Rights and Fundamental Freedoms. However, in case of the
given violation, the case will be viewed by the European Court of Human Rights
and instead of the employer the responsible side will be the state.
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Let us look at the employee’s work monitoring and intrusion in their right for
the respect for private life. The usage of Law regulations which allow conducting
monitoring, has to be done with regard to the necessity to balance these contradictory
values and interests of both sides of labour relations. It means that monitoring as
means of controlling employee has to include the need to respect the employee’s
personal rights, among them the right for personal life. The connected standards are
set by the European Court of Human Rights in the Art. 8 of the Convention for
the Protection of Human Rights and Fundamental Freedoms, which is a guarantee
of the above mentioned right to respect for private life (in particular, judgments of
9 January 2018, 1874/13 and 8567/13, Lopez Ribalda and Others vs. Spain, LEX
Neo 2418052 from 11.28.2017 p., 70838/13 Antovi¢ and Mirkovi¢ vs. Montenegro;
LEX Ne2398411; Grand Chamber judgment 05.09.2017 g., 61496/08 Barbulescu
vs. Romania, LEX Ne2347233; 03.04.2007 g., 62617/00 Copland vs. Great
Britain, LEX Ne 527588 of 2 August 1984, 8691/79 Malone vs. Great Britain, LEX
Ne 80974) (Kuba, M., 2016).

In this context, the judgment in Barbulescu vs. Romania (Grand Chamber
judgment of 5 September 2017, statement Ne 61496/08) deserves special attention.

Bohdan Barbulescu, the citizen of Romania, on request of his employer
created an account in a public messenger, which had to be used for communication
with clients. While conducting monitoring on the content of messages, received
by the employee, it was noticed that this messenger account is also used for the
employee’s private conversations. The employer broke the labour contract with Mr.
Barbulescu. The employee, in his turn, accused the employer of the unreasonable
termination and the excessive intrusion in private life. Later, he handed the case
to the court. The court agreed with the employer. In 2008 Bohdan Barbulescu
handed the case to the European Court of Human Rights stating that the Art.8 of
Convention for the Protection of Human Rights and Fundamental Freedoms had
been violated. The given article refers to the right to respect for family life, home
and correspondence (1974).

The European Court of Human Rights made a claim that the employee’s
correspondence at work is covered by the concepts of «privacy» and
«correspondence» and therefore the Article 8 of the Convention has to be applied.

The Court’s idea was that the potential violation has to be looked at from the
point of view of the state positive obligations. In the sphere of labour law, it had
to be evaluated if the state was required to create the legal basis for the protection
of employees’ rights to the private life and correspondence in the context of their
relations with the employer. The relations between the employee and employer
are based on their mutual agreement. They include specific rights and obligations
of both sides, which differ significantly from the generally accepted ones in the
relations between individuals. From a legal point of view, labour legislation leaves
space for the negotiations between both sides of a labour agreement. To conclude,
the sides determine most part of their relations (2017).

The Court noted that regulating relations in this area could not be subjected
to the unlimited freedom. National authorities must ensure that the measures
implemented by the employer to monitor correspondence and other means of
communication, regardless of their scope and duration, are accompanied by
adequate and sufficient guarantees against abuse.

The Court stated that in the given context the following factors have to be
taken into consideration:

— whether the employee was notified of the employer’s ability to control
correspondence and conduct monitoring. However, in practice employees can be
notified in different ways depending on case circumstances. The Court recognizes
that the implementation of such measures that meet the requirements of Art. 8 of
the Convention, as a rule, requires that the notification clearly indicate the nature
of the monitoring and is given to the employee prior to its conduct;
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— the scope of monitoring and the degree of interference in the employees’
private lives. In this regard, a distinction should be made between monitoring the
flow of correspondence and its content. It should also be taken into account whether
all correspondence was monitored, as well as whether monitoring was limited in
time and how many people had access to its results;

— if'the company has provided the justified reasons that excuse the monitoring
of correspondence and knowledge of its actual content. In a situation where
correspondence monitoring is an inherently more invasive method, it needs more
serious justification;

— whether it was possible to create a monitoring system based on methods
and measures that are less stringent than direct access to the content of employees’
correspondence. It is necessary, given the special circumstances, to assess whether
the goal of the enterprise can be achieved without direct access to the full content
of the employee’s correspondence;

— the consequences of monitoring for the employee and the way the company
used the results of monitoring, in particular, whether or not it served to achieve its
stated purpose;

— whether the employee used appropriate guarantees, especially when the
employer’s monitoring was strict. In particular, it should prevent access to the actual
content of the correspondence in question, except in cases where the employee has
not been notified of of monitoring before its conduction (2017).

The government has to ensure that the employee whose correspondence was
tracked receives access to court under whose jurisdiction is possible to check to
what extent the above mentioned criteria are kept to.

The European Court of Human Rights has to evaluate the method which the
national courts applied when dealing with the employee’s case about the violation
of his right to private life and correspondence by the employer (2017).

In the given case, the Romanian courts paid attention only to the fact whether
or not the employer revealed the content of correspondence to the employee’s
colleagues. The court stated that this argument is not sufficiently justified in the
case materials and that the complainant did not provide any other proofs. Therefore,
it considered that the application was related to the employee’s dismissal as a result
of monitoring conducted by the employer.

The European Court of Human Rights stated that in this case the Romanian
court had to be more precise about whether or not the company used monitoring
according to the Article 8 of the Convention and the complainant’s right to the
respect of his private life and correspondence was not violated.

Thereby, the task of the European Court of Human Rights is to establish, in all
circumstances, the competent authorities. The courts have a good balance of competing
interests in the event if monitoring is applied to the complainant. He acknowledged that
the employer has a legitimate interest in the effective operation of the company, which
can be done through the verification mechanism done to check that employees perform
their professional duties properly and with due diligence (2017).

For this reason the Court made a decision to check how the national courts
established the facts relevant to the given case. By studying this case, the Court had to
determine if the national courts acted according to the regulations of the Convention.

The Court reminded that, regarding the factual findings, it was aware of the
ancillary nature of its task and its obligation to exercise caution, assuming the role of
the actual court, unless this was unavoidable. The court cannot replace the assessment
of the facts set out by the national courts, as they must establish the facts on the basis
of the provided evidence. However, while examining the case, the Court is not bound
by the decisions of the national courts and is free to assess them in the light of all the
materials submitted. Despite this, the convincing arguments are needed for the Court
to depart from the factual findings of the national courts (2017).

The proof provided for the Court show that the employee was informed by
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the employer about the in-house regulations, which do not allow using company
resources for personal needs. It confirmed reading the corresponding document
and signing its copy on December 20, 2006. In addition, the employer sent a notice
dated 26 June 2007 to all employees, reminding that the use of the company’s
resources for personal purposes was prohibited, and one employee was fired for
violating this prohibition. The complainant read the notice and signed a copy on
an unspecified date between 3 and 13 July 2007. The court also noted that on
13 July 2007 the employer twice requested a clarification for the use of official
mail for personal purposes. Initially, when the employer showed him a list of his
correspondence, the employee stated that he used the Yahoo Messenger account
only in connection with work. Fifteen minutes later, when the employer showed him
a 45-page correspondence with his brother and his fiancée, the employee accused
the employer of violating the confidentiality of the correspondence (Ombudsman.
Monitoring the employee's communications ..., URL: https://www.rpo.gov.pl).

According to the Court, the national courts correctly identified the parties to
the dispute, clearly stating the applicant’s right to respect for his private life, as well
as the legal principles applied. In particular, the Court of Appeal referred directly
to the principles of necessity, purpose, transparency, proportionality and security,
and stressed that the monitoring of correspondence falls under these principles.
The courts also examined whether disciplinary proceedings had taken place in an
adversarial manner and whether the applicant could present his arguments.

It is left to decide how the national courts took into account the above criteria
in determining the extent of the applicant’s right to respect for his private life
and correspondence against the employer’s right to do monitoring, including his
disciplinary rights, in order to ensure the effective functioning of the company.

As considering the fact if the applicant was previously informed by the employer,
the Court stated that he claimed that he might not be informed about the scale and type
of monitoring or about the fact that the employer might have had access to the content
of his correspondence. The Court stated that, regarding to the possibility of conducting
monitoring, the national court simply noted that «the employees noticed that one of
their coworkers was fired before the reprimand of the applicant», and deduced that the
applicant was warned against using company’s resources for his personal purposes.
National courts have not defined whether the applicant was previously informed about
the fact that employer might conduct monitoring, its sphere and character. The Court
agrees that for the message being viewed as a previous notice it has to be made before
the monitoring, especially when it covers the access to the employees’ correspondence.
The international and European standards are developing in this direction, demanding
from the employer to inform the subject of monitoring beforehand.

With regard to the scope and extent of the violation of applicant’s privacy,
the Court noted that this issue had not been considered by the court, although the
employer seemed to have registered the whole applicant’s correspondence during
the monitoring period, had access to it and copied its content (Ombudsman.
Monitoring the employee's communications ..., URL: https://www.rpo.gov.pl).

It also appears that the courts did not sufficiently assess the legitimate reasons
that justify the monitoring of the applicant’s correspondence. No specific goal that
could justify such strict monitoring is mentioned. It is only stated that there is the
need to ensure that the company’s IT systems are not damaged, its responsibility in
the event of illegal activities in cyberspace and the disclosure of trade secrets of the
company. However, the Court considers that these examples can only be viewed as
theoretical, as there is no indication that the applicant actually exposed the company
to this type of risk (Ombudsman. Monitoring the employee's communications ...,
URL: https://www.rpo.gov.pl).

Moreover, the national courts did not determine whether the employer’s
aim could be reached the measures less heavy than the access to the employee’s
correspondence. In addition, none of the courts viewed the consequences of
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monitoring on further disciplinary proceedings. The Court stated that the applicant
was given the strictest punishment which was his dismissal (Ombudsman.
Monitoring the employee's communications ..., URL: https://www.rpo.gov.pl).

The courts did not define if the employer had a real access to the employee’s
correspondence when he urged the applicant to explain the use of company’s resources.
The courts did not define where exactly when in the disciplinary proceeding the
employer reached the content of correspondence. Accepting the possibility of access
to the content of correspondence at any stage of disciplinary proceedings was against
the principle of transparency. For these reasons, the finding of the national courts to
maintain the right balance of interests was controversial. This statement seems to be
an expression of a purely formal and theoretical approach. The national courts did not
explain, given the circumstances, the specific reasons concerning the applicant and
his employer which led him to such a conclusion.

Therefore, it appears that the courts were unable to establish whether the
applicant had been notified in advance by the employer of the possibility of
monitoring his correspondence with Yahoo Messenger; they also did not take into
account that he was not informed of the extent of the intrusion into his private life
and the secrecy of the correspondence. In addition, they did not identify specific
reasons that justified the monitoring; whether the employer could have used means
less restrictive of the applicant’s privacy and correspondence, and whether the
applicant’s correspondence could be accessed without his awareness.

For all these reasons and despite the freedom of assessment of the facts by
the national courts, the Court considered that the applicant had not been adequately
protected by his right to respect for private life and correspondence and had not
struck the right balance between the parties’ interests. Thus, the Article 8 of the
Convention was violated (2017).

Conclusions. Although the regulations discussed in the given article have to
prevent the violation of the right to privacy and confidentiality of correspondence,
they are mostly reduced to the fact that employers do not read private correspondence
sent by an employee from a business email address. However, practically, it is not
that simple. The employer may accidentally open the private correspondence. The
other thing is that the work email has to be used only for correspondence connected
with work. The employees have to remember not only about the guaranteed
confidentiality of correspondence and the right to respect for private life, but also
the fact that the company has the right to protect the secrecy of the company,
which the employee is prohibited to disclose. Employees should be aware of this,
as well as of the fact that the employer will take measures to ensure the company’s
information security, which requires control and monitoring of employees.
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Auina Bapsinnuenko, CpiTiana TroTuenko

KOHTPOJIb CJYKBOBOI EJIEKTPOHHOI IOIITH ITEPCOHAJTY SIK 3ACIB
TH®OPMANIMHOI BE3NEKH MOJCHKOT'O MIAIMPUEMCTBA

Anotanis. [HdpopmaniliHe mpaBo — 1€ BIIHOCHO MOJOMa Taly3b IpaBa, MPEIMETOM SIKOT
€ iH(opMariifHi BiTHOCHHH, IO BHHHKAIOTH y Tporeci o0iry indopmarii. 3a octaHHI pOKH
c(hopMyBaBCsl BEJIMKUIT 00CAT 3aKOHO/IABYKMX aKTIB, 1[0 PETyIIIOI0Th iHpOopMaliiiHy chepy, 30Kkpema
chepy iHpopmaniiiHoi Oezneku Ta 3axucty iHdopmauii. [IpaBa momuaun B iHdopmaniiiHoMy
CYCHIUIBCTBI 320€3MeUyIOTHCSl MIKHAPOHUMH IIPAaBOBHMH aKTaMH, 1110 CTOCYIOThCs iH(pOpMaIiitHuX
IpaB 0COOHMCTOCTi. BakTUBUM acmekToM iH(OpMAIiifHOI iSUTBHOCTI JepXaBH € iepapxis
MIPIOPUTETIB, Cepell AKUX Ha TIEPIIOMY MICIIi CTOITh Mi>KHapOTHE IIPaBO, HA APYTOMY — HalliOHAJIFHE
3aKOHOMIABCTBO, a B)KE Jalli — Ti/I3aKOHHI aKTH, SKi HE MOBHHHI CYNEPEYNTH MDKHAPOAHOMY Ta
HalliOHAJIBHOMY 3aKOHOJABCTBY. Y CTaTTI IOCIIDKY€EThCS podiieMa 3abe3nedeHHs iHdopmariitnol
Oesniexy mianpuemcts [losbii, OAHUM 3 HANPSMKIB SIKOT € KOHTPOJb CIIyKOOBOI €JIEKTPOHHOI
TIOLITH TIEPCOHATY MiANpUEMCTB. B crarTi mpoananizoBaHi nmpaBoBi 3000B’sI3aHHS MIANIPUEMCTB
IIOJI0 KOHTPOJIIO CITy>KOOBOI MOIITH CBOiX NPAaliBHUKIB Ta MpPaBO Ha IOBary J0 INPHBATHOTO
KUTTSA. PO3KpPHUTO THMTaHHS CaHKIIA 3a TOPYIICHHS KOH(DIISHIIHHOCTI KOPECIOHICHI Ta
MpaBa Ha TOBary 10 MPUBATHOTO JKUTTA. ABTOpaMH IpPOAaHATI30BaHO HAyKOBi Ipaii B NMHUTaHHI
MIPaBOBOrO 3a0e3reucHHs 1HGOPMAIIHOI Oe3MeKH MiANMPUEMCTB Ta KOHCTATOBAHO, IO B pasi
KOHTPOJII CIIy»OO0BOT eJIEKTPOHHOT IOIITH TIEPCOHATY POOOTOAABEIh IOBUHEH KEPYBAaTHCSI TAKUMH
MPUHITUIIAMHA: TIPUHIIUIIOM HEOOXiTHOCTI; MPHUHITUIIOM 3aXHCTy TiMHOCTI Ta OCOOHMCTHUX IIpaB
MIEPCOHANY; TPUHIIMIIOM CBOOOIH Ta HE3aJEKHOCTI POQCITITIOK.

B crarti npencraBneHuii MOHITOPHHT POOOTH ITEPCOHAITY Ta BTPYYaHHsI B IXHE IPABO HA ITOBATY
JI0 IPUBATHOTO KUTTS. BUKOPHUCTAHHS MOJNIOKEHb 3aKOHY MOBHHHO 3IHCHIOBATHCS 3 ypaxyBaHHIM
HEeoOXiHOCTI 30aJIaHCOBYBAaTH 1l CYNEPEWIMBI IIHHOCTI Ta IHTEpecH 000X CTOpIH TPYHLOBHX
BIZIHOCHH. A 1l 3Ha4YUTh, 1[0 MOHITOPHHI, SIK BUJI KOHTPOJIIO pPOOOTONABLISl, HOBMHEH BPaxOBYBaTH
noTpedy MOBaXkaTH OCOOMCTI ITpaBa MPaIliBHUKIB, BKIIFOYAIOYH TIPABO HA TIPUBATHE JKHUTTSI.

Kntwouosi cnosa: ingopmayitina 6esnexa, npueamue sxcumms, cankyii, €sponeticokuil ¢yo,
npaso, Tpyoosuil kooekc
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